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Life in all Fullness’
(John 10:0)

ide, childrer with the wery besh education. To- leb
ins all that we do. Our school is Christ-centred, and,
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Poliud, Statement
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Williarmy Cassidi C of E Primary School wills ensure the, highest, leamel
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Purpose

Every school needs to look after its data as well: as manage the risks
of using networked computers and services. Information s a major
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services we access online - from theft or damage. It s also aboub
information we store on our demices or inv the cloud.

Protecting personal; information is o legal requirement under Datar
Protections Law (GDPR).
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information ts handled, professionally.
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(electronic datas or paper nrecords) that the school
maintains. It also addresses who has access to that informations the
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(identiality, quality and avodabil ards, of oo
e npormation

Scope

This Information Security Policy and, associated, guidance documents;
mak@upth@sd\oob’&m}ownoﬂmsgsfem&Thi&mdude&olLGwm,
Swstem& or information used, for school pUrposes.
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- Datos stored; electronically (orv site; ornv o netiworks or irv thes cloud).
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Risks

The school recognises that there are nisks associated, withh users
business:

o Information will be protected against unauthorised access and,
disclosure.
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o Authorised staff, when required, will hase access to- relevant; school
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o All breaches of information and cyber security, actual and suspected;
o Annual remiewr of Information and Cybersecunity Policy and
school are introduced.

o Arv Information Secunity framework of policies and, guidance will, be
Roles and, Responsibilities

It is the responsibility of each member of staff to- adhere to this policys
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tonwntoxmswxmpﬂsswr\ds Accounts are not to be shared, and
accounts locked, uherv not v use.

bg/heodieaoher\, ICT Coordinator and OnelT.

Al systems (included those to be used outside school) to be protected,
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They are the official point of contact for ICT or information security
lssues and as such, hame responsibility, for notifying the Data, Controller
(Head: Teacher) and the Data, Protection, Officer (Chair of Gowvernors)

Supporting Guidance Documents
o Internet acceptable use policy
o E-Safety Policy for Schools
o The General, Data, Protection Register Policy
o Homeworking Guidance
o Information Asseb Registers

Policy approved by the: Governing Body: December 2021,
Dai‘/e/([lor\ remiewr December 2025




